
Presented By:
Ilene RosoffIlene Rosoff
President

The Launch Pad
You pursue your vision…we’ll manage the technologyou pu sue you s o e a age t e tec o ogy

Presented For: 
Small Business ReviewSmall Business Review 

Resources for Successful Small Business Owners



Data, applications, internet services and printers can easily be
shared among users.

Employee access to data can be secured controlled and monitoredEmployee access to data can be secured, controlled and monitored.

Critical data can be centrally stored, managed and backed up.

Business automation and accounting software is typically designedBusiness automation and accounting software is typically designed
for multiple users and usually requires server-based network.

Specific services and tools designed to increase productivity, such
as remote access for employees requires a computer networkas remote access for employees, requires a computer network.

The right kind of business network infrastructure and technology
planning allow small businesses to automate and standardize 
business processes function like large organizations and ultimatelybusiness  processes, function like large organizations and ultimately
increase your bottom line.
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Cabling – certified installer, CAT5e or CAT6, properly terminated and labeled

Patch panels, routers, switches are the other key infrastructure components

Server – more powerful computer with specialized operating system for managing
services users and data. Popular example is Microsoft Small Business Server OS

Workstations – tend not be standardized in small businesses

Peripherals – printers, scanners, extra storage, backup

UPS, Surge – Power management and protection

Security Systems – Antivirus/Antispyware/Firewall
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Cabling – certified installer, CAT5e or CAT6, properly terminated and labeled
Patch panels, routers, switches are the other key infrastructure components
Server – more powerful computer with specialized operating system for managing
services users and data. Popular example is Microsoft Small Business Server OSp p
Workstations (desktops & notebooks) – tend not be standardized in small businesses
Peripherals – printers, scanners, extra storage, backup
UPS, Surge – Power management and protection
Security Systems – Antivirus/Antispyware/Firewall



Technology Spending Increased Exponentially for SMBs Last 5 Years

Forced to re-buy or replace too soon because of wrong 
hardware or software purchases = big $$$.

Small businesses lack deep pockets and have slim profit 
margins.  Wrong spending can be very damaging.

Employee Frustration

Wrong technology will create lack of acceptance within 
your company. Business processes are not improved or are worsened.

Customer Frustration

Cannot provide same efficiencies and service level as 
titi

Automation is expected and customers are frustrated if 
li t f i t h l d t k i t tlcompetition. client-facing technology does not work consistently.
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•Do-It-Yourself Approach to Management– SMB often lack IT staff, don’t proactively manage, 

update and monitor network. Wait until something breaks than call IT consultant to fix it.

•No Backups or Improper Backups– Backups must be monitored and managed. Tape is not reliable.

4
No Backups or Improper Backups Backups must be monitored and managed.  Tape is not reliable. 
Most SMBs do not have proper backups and no process for testing and restoring data.

•Improper/Incomplete Security– Antivirus/Antispyware software not running or up to date. No 
spam filtering Firewalls are not set up properly particularly wireless No security standards5 spam filtering.  Firewalls are not set up properly – particularly wireless. No security standards.
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Technology

Small 
Business

Work with an IT services company that has
experience with SMBs.  Check references!

Your network is set up according to best practices.
Investing now will SAVE you money in the long run

Technology 
PlanningYour network and systems can managed and monitored

Look for a Managed IT Services Provider

Finding the right IT services company and making the best technology 
investments can save your company thousands of dollars.



Better serviceWait for something to break – putting out fires

More uptime

Proactive vs. reactive

Fi d d L d IT d l d i

Avoidable downtime not prevented

Reactive vs. Proactive

Hi h IT d d i Fixed and Lowed IT costs and less downtime

Increase  IT company accountability

Increase staff utilization

Higher IT costs and downtime

IT company benefits when something breaks

Frustration/lost productivity due to downtime

Increase network’s performance

Increase responsiveness with remote tools

Small problems are not remediated immediately

Must wait for technician to get onsite

Remote monitoring and immediate remediationTechnology costs fluctuate month to month



S i C t i
System 

Management

Service Categories Patch 
Management

Monitoring
Privacy & 
SecurityManaged ServicesManaged Services

F S ll B iF S ll B i

H ti

Proactive 
Maintenance  

For Small Business For Small Business 
NetworksNetworks

Hosting 
Services

A M d S i S l ti C i t f

Remote
Management  

A Managed Services Solution Consists of:
24x7x365 Automated System Management, Proactive Maintenance, Patch Management and Updates, 
Monitoring, Remote  Management, Application Deployment, Asset Management, Data Protection, Privacy –
Anti-Spy, Anti-Virus, Anti-Spam and other IT related activities.



Better service with best practices

More uptime with remote monitoring

The goal for small businesses is maximize technology investment, 
improve business processes, automation and productivity and use 
the tools of technology to grow your business. Management is critical.

More uptime with remote monitoring

Proactive vs. reactive

Lower, fixed IT costs

Increase accountability
• Server
• Workstations
• Software
• Peripherals

• Proper cabling
• Routers
• Switches
• Firewalls

Increase staff utilization

Increase network’s performance

Increase responsiveness

Technology planning & review

PeripheralsFirewalls

Solid
Network 
Infrastructure

Planned
Technology 

Systems

gy g

Measurable reporting & results

IT t hi• Best practices

Technology 
Planning & 

Management

Effective 
Business 
Processes 
Driving 
Technology

A professional society of MSP companies with a mandate to self 
regulate and to perform ethically and responsibly in providing 
technology services to clients.          www.mspalliance.com

• IT partnership
• Managed IT 
services

• Planning & 
review

est p act ces
• Staff training
• Set objectives
• Measure results


